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"Like any newcomer in an unknown land, the "digital immigrants" start a 

long learning process to adapt. But they will always have an "accent", a 

sign that they have jumped on the new technology bandwagon. It's just 

like learning a foreign language: mastering the language of computers, 

video games, and the Internet gets more complicated over the years." 

(Jason Wiels, RSLN Mag, 2012)  

Par David Roberts 
Par Gaëlle Gauthier Carrière  
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1. What do young people do when they surf the net?  

2. Positive aspects of social media use  

3. Participation in your child's digital life 

4. Negotiating the rules of the Internet - The contract 
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6. Protection of privacy 

7. Cyberbullying  
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What do young people do when they 
surf the net? 

13h30 per week on the 
Internet for 13-19 year olds 

More than 50% of young users 
surf in bed. 
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What do young people do when they 
surf the net?  

 
 
 

• Watching videos 
• Own a channel and film themselves for wide distribution 
• 40% of young people write comments  
• Socialize with friends via FaceTime (video)  
• Share photos and videos  
• Play games 
• 42% regularly visit Facebook Messenger 
• 40% of kids write comments 
• Sending pictures and messages with a limited lifespan, 

which self-destruct after a few seconds 
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Que font les jeunes lorsqu’ils 
naviguent sur le net ? 

• Send short messages called tweets 

• Write comments 

 

• Share photos 

 

 

• Socialize with their friends by chatting via text and video 
messaging 

• Write comment 

 

• Share photos and YouTube videos  

• Call via Android phone - can see the person 
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What do young people do when they surf the net? 

Software used for online games : :  

Steam - Origin - Xbox live 
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69% of 13 to 19 year olds play online via a 
console and/or on their computer. 

 
65% of 7 to 12 year olds play online 
via a console and/or on their 
computer. 

They have fun! 



Positive aspects of using social media  

• Develops social skills (learning to live with others) 

• Facilitates communication 

• Allows for easy answers to questions 

• Allows youth to follow the news 

• Powerful tools for raising awareness and mobilizing 

people  

• Practical tools for organizing events 

• Facilitates contact with distant friends and family 

• And more. 
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Participate in your child's digital life 

• Ask questions and take an interest in your child's digital life.  

• Get them to explain how their favorite games work, why they're so excited to 

sign up for Instagram, Snapchat, etc. 
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And that's even if you're not generally 
interested in digital and technology!  

https://www.youtube.com/watch?v=EhZxQRWSZjE (Où est Arthur) 

 

https://www.youtube.com/watch?v=EhZxQRWSZjE
https://www.youtube.com/watch?v=EhZxQRWSZjE


Talking to your child 
 

 

Talk to them about the problems that can arise online: cyberbullying, exposure to 

violence, sexting and sexting-related pressures, targeted ads, voyeurism, etc.  
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Don't wait for things to go 
wrong before talking to 

your child! 



Negotiation of internet rules 

• Make the rules with your child.  

• Ask your child to suggest things not to do.  

• Have your child write down his or her login and password 

on a piece of paper and keep it in a safe place - so you 

know what's going on if you need to. 

 

• (Public Safety Canada and Habilosmedia, 2017) 
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Example of an internet contract  

 I don't share my passwords with anyone (except my trusted adult) 

 I am not mean to others online even if others have been mean to me. 

 If I get angry when I use the Internet, I give myself time to calm down before I 

respond or react. 

 I don't share anything online that belongs to someone else without their 

permission. 

 I don't share my personal information (age, address, school name, etc.). 

 No computers/tablets/cell phones in the room.I am allowed X hours of screen 

time per day. 
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A good relationship of trust 
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Your child sends a sext 
to a friend. The friend 
is angry with him and 
threatens to share his 

sext. 

Your child confides in you because 
he or she knows that you don't 
overreact to problems and can 

trust you. 

"You did the right thing by 
coming to talk to me. We 

learn from our mistakes. I'll 
help you fix your problem." 

You control the situation 
and the problem is solved. 

Your child makes a mistake 
on the Internet again. He 
remembers your reaction 
to the last problem. So he 

comes back to you. 

Vous contrôlez la situation 
et le problème se règle 

grâce au lien de confiance. 



A difficult relationship of trust 
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Your child sends a sext 
to a friend. The friend 
is angry with him and 
threatens to share his 

sext. 

Your child makes a mistake on the 
Internet again. He is afraid of getting 

into trouble with you again. So he 
doesn't come to you with his 

problem. 

Your child knows that you overreact to 
problems. He or she is afraid of getting 

into trouble with you, but will confide in 
you. 

You argue with him, blame 
him for the situation and 

ban him from the internet 
for a week. 

You control the situation 
and the problem is solved. 

Your child is in big trouble. 
You don't know about it and 

can't do anything to help 
because of the difficult trust 

relationship.  

https://www.youtube.com/watch?v=S62qLLm-KeA  
(Partage de photo intime - belle réaction de la mère)  

https://www.youtube.com/watch?v=S62qLLm-KeA
https://www.youtube.com/watch?v=S62qLLm-KeA
https://www.youtube.com/watch?v=S62qLLm-KeA


The relationship of trust 

• Resist the temptation to install monitoring software and if you do, be 

transparent and tell them why you think it's important.  

• Make sure your child knows where to go or who to call for help, 

support, questions (if he or she is afraid to go to you, or if you are 

uncomfortable talking to him or her about certain topics). 
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Be the person your child goes to in 
case of problems!  



Protection of privacy 

For our child's safety, we need to teach them to: 

To be vigilant with their personal information online.  

To think before they post.  

That what they post online stays online forever.  

Create a good password and keep it to themselves. 

Accept real friends. 

To use privacy settings. 

To log off when he/she is done. 
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To set an example, always ask your child's permission 
to post a photo of him/her. 



Remarketing  
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Les informations que nous partageons sur les médias sociaux 
permettent souvent de répondre à des questions de sécurité. 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

(Trendlabs, Blog) 
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Information véridique  
=  

téléphone et ordinateur 
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Facebook 

Petite flèche en haut 
à droite = Paramètres 
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Google 

Photo qui vous 
représente 
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Google 
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Outlook 

Nom de votre 
compte/Paramètres 

du compte 



23 

PlayStation 

Consulter la page 
www.playstation.com/connexion 
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XBOX 
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YouTube 

Photo qui 
vous 

représente 



Cyberintimidation 

Step 1: Listen to and validate the emotions that this situation provokes. 

2- Encourage your child not to retaliate.  

Block the bully.  

Gather evidence: 

The date: When the act was committed 

What happened  

Evidence that the bullying took place: texts, emails, screenshots, etc. 

Who you think is responsible: Identify who you think is responsible for each incident and why. 

The evidence that incriminates him/her: The reasons why you believe this person is guilty. 

What evidence you are missing  

Report the incident to the game/social network administrators. 

Report to the police if there are threats, if the person is trying to blackmail them, or if your child is afraid for their safety. 

(YMCA Canada and Habilomedia, 2015) 

 

 

) 
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What should I do if my child is being cyberbullied? 



Cyberintimidation 
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What should I do if my child is a cyberbully? 

1) Help your child develop empathy by asking them to imagine how the other person feels. 

https://www.youtube.com/watch?v=_9G-TY5rAq0&t=6s (They read our mean comments) 

2) If they tell you, "It was just a joke," encourage them to understand that the other person doesn't 

think it's funny, that they are hurting someone on the other side of the screen.  

3) Encourage them to contact the person and apologize. 

4) Inform social workers and the school principal. 

5) Do not hesitate to ask for help. 

6) No computers/tablets/cell phones in the room. 

7) Small - 

 
 S’il recommence, vous pouvez confisquer son 

cellulaire/Plus d’internet. 



 

Les bureaux de Tandem VSP sont au Centre de Loisirs 
Communautaire Lajeunesse à l’adresse  suivante : 

       7378, Rue Lajeunesse, Bureau 315 

 

COURRIEL - VILLERAY  

villeray@tandemvsp.qc.ca  

 

COURRIEL - ST-MICHEL 

saint-michel@tandemvsp.qc.ca  

 

COURRIEL - PARC-EXTENSION   

parc-extension@tandemvsp.qc.ca  

 

(514) 490-1414 

http://www.tandemvsp.ca 
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Pour nous joindre 
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